**RecoveryPro Summary of Content Changes
January 2025 Update**

**General Notes**

The NCUA has new cyber incident reporting requirements and an updated webform to make these reports. They notified credit unions about the changes in [NCUA Letter to Credit Unions 25-CU-02](https://ncua.gov/regulation-supervision/letters-credit-unions-other-guidance/cyber-incident-notification-requirements-update-letter-23-cu-07). The [Cyber Incident Credit Union Reporting System](https://cyberreports.ncua.gov/dcs_external?id=dcs_ext_cat_item&sys_id=8ac330ad47174e50c6cdf9ee626d43cb) online form provides credit unions with a secure method to send incident reports to the agency. Credit unions can find the form in the [Cybersecurity Resources](https://ncua.gov/regulation-supervision/regulatory-compliance-resources/cybersecurity-resources) on the NCUA’s website.

The NCUA also updated its [Cyber Incident Reporting Quick Reference Guide](https://ncua.gov/files/letters-credit-unions/cyber-incident-reporting-quick-reference-guide.pdf).

Sections 1640 and 1654 were updated in response to the availability of the new webform.

**Model Content Updates**

**1640: Cyber Incident Contacts**

**January 2025**

This content was amended to include information about the new NCUA Cyber Incident Reporting Portal (Recommended)

**1654: Cyber Incident Reporting**

**January 2025**

This content was amended to include information about the new NCUA Cyber Incident Reporting Portal (Recommended)